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Opinion of the Internal Audit Service 
of Sberbank for the year 2019

This opinion has been prepared in accor-
dance with the requirements of Federal Law 
No. 208-FZ “On joint stock companies” dated 
December 26, 1995. 

Main finding

The results of the audits conducted by the 
Internal Audit Service (hereinafter, the Ser-
vice) during 2019 confirm that the internal 
control, risk management, and corporate 
management of Sberbank (hereinafter, the 
Bank) systems are generally adequate to the 
nature and scale of the operations performed 
and the level and combination of the risks 
accepted. 

No violations, errors or weaknesses in the 
operations of the Bank that could pose threats 
to the shareholders’, creditors’ and investors’ 
interests or affect the financial strength of the 
credit institution were defined.

Independence of the Service

The Service reports to the Supervisory 
Board of the Bank and is administratively 

subordinate to the CEO and Chairman of the 
Executive Board, operates in full compliance 
with the principles of business continuity 
and consistency, independence, impartial-
ity, integrity, objectivity and professional 
competence. No limitations on the powers 
of the Service in its discharge of internal audit 
functions, which may affect the performance 
of these functions in 2019, were identified. 

Assessment of the internal control  
system

In accordance with the requirements of Fed-
eral Law No. 395-1 “On banks and banking 
activities” dated December 2, 1990, the Char-
ter of Sberbank contains information on the 
system of management bodies, including 
internal control bodies, on the procedure for 
their establishment and their powers. 

The internal control and risk management 
systems in the Bank are being built under the 
three lines of defense model. 

As part of the 1st and the 2nd lines of defense 
the Bank provides for the involvement of all 

the credit institution’s staff in internal control 
in line with its responsibilities. 

The Internal Audit Service, as the 3rd line 
of defense, provides an independent assess-
ment of the internal control and risk manage-
ment systems’ effectiveness. As part of its 
activities, the Service audits all the Bank 
business areas with any business unit and any 
employee of the credit institution being sub-
ject to audits.

Control procedures prescribed by the Work 
plan of the Service 1  for the year 2019 were 
fully implemented. 7,8 k audits were con-
ducted. The management of the Bank 
and structural units of the Bank were duly 
informed of the results achieved in all the 
audits. 

The management of the Bank and rele-
vant business units of the Bank promptly 
took necessary steps to remedy the vio-
lations identified by the Service: more 
than 4 k assignments to address systemic 
problems were initiated, about 7.2 k disci-
plinary actions were taken against the Bank 

employees. Progress in the assignments 
is being monitored by the Service. Following 
the execution of the assignments initiated 
by the Service, 344 processes in the Bank 
were improved.

In order to improve the internal control 
system in the Bank a standing collegiate 
working body, the Bank’s Audit Results 
Review Committee, has been created. The 
Committee approves the list of assignments, 
monitors how systemic problems and vio-
lations identified by the Service audits are 
addressed.

The Supervisory Board of the Bank regularly 
considers issues related to internal control 
organization and measures to improve its effi-
ciency at its meetings, including when dis-
cussing reports on the Service audit results.

Assessment of the risk management  
system

The Bank manages the Group’s risks and cap-
ital in accordance with the Sberbank Group’s 
Risk and Capital Management Strategy, 

1 The Audit Plan of the Internal Audit Service for 2019 was approved by the Supervisory Board of Sberbank (Minutes dated November 13, 2018 №30).
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approved by the Supervisory Board of the 
Bank and outlining the basic principles 
of building the risk and capital management 
system in line with the requirements of the 
Bank of Russia, legal acts of the Russian Fed-
eration, recommendations of the Basel Com-
mittee on Banking Supervision.

As the 3rd line of defense, the Service pro-
vides an independent assessment of the risk 
and capital management systems’ effec-
tiveness, particularly monitoring the effec-
tiveness of the methodology for assessing 
banking risks and procedures for managing 
banking risks. 

In 2019, the Service carried out audits of the 
effectiveness of methods for assessing all 
the material risks identified by the Bank. The 
management of the Bank and Bank business 
units were duly informed about the audit 
results of the audits. Execution of the assign-
ments initiated following the audits is being 
monitored by the Service. 

The results of the Service audits were taken 
into account by the Bank of Russia in assess-
ing the quality of the Bank’s risk and capital 
management systems, as well as capital ade-
quacy. The Bank of Russia assessed that there 
are no additional requirements for capital 
adequacy ratios. 

Assessment of the corporate governance 
system

Main approaches, requirements and prin-
ciples of the Bank corporate management 
system functioning are set forth in the Corpo-
rate Governance Code of Sberbank approved 
by the Supervisory Board. Specific proce-
dures and corporate management practices 
followed in the Bank are described in detail 
and governed by the Charter and inter-
nal documents of the Bank. The corporate 
governance system is focused on protect-
ing the  shareholders’ rights and interests, 
improving business performance, increas-
ing the Bank’s transparency and investment 
attractiveness, preservation and increasing its 
share capital.

The Service also considered the following 
issues when conducting audits in 2019:

 — compliance with the separation of powers 
and responsibilities in management;

 — matching competence and qualifications 
to the scale of operations;

 — adherence to the principles of busi-
ness ethics and anti-corruption, policies 
on potential and existing conflict of inter-
est, and also on confidential and insider 
information.

During the audits the Service did not identify 
significant violations, the management of the 
Bank and structural units of the Bank were 
duly informed of the audit results.

The quality of the corporate management 
system is evidenced by the National rating 
of corporate governance (NRCG) assigned 
to the Bank by the Russian Institute of Direc-
tors: in 2019 the rating was raised from NRCG 
8 to NRCG 8+.

The Service Performance Assessment 
by the Audit Committee of the Supervisory 
Board

In 2019, the Audit Committee of the Supervi-
sory Board confirmed that the Bank ensured 
the independence of the Service and rated 
the Service performance and job performance 
of the Head of the Service as effective.

 
 
The Head of the Internal Audit Service 
of Sberbank;

Senior Managing Director, Director of the 
Internal Audit Division

O. Chistyakov

Explanatory information

The Opinion of the Internal Audit Service 
has been reviewed by the Audit Committee 
of the Supervisory Board. 

At the meeting on August 21, 2020, the 
Supervisory Board of the Bank resolved 
to include the Opinion of the Internal Audit 
Service in the list of information (materi-
als) provided for review to persons entitled 
to participate in the Annual General Meet-
ing of Shareholders of Sberbank on 2019 
performance.
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